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Karumo Technical Training Institute (KTTI) provides Technical & Vocational Education & training 

programmes for self-reliance, community development and global competence. 

KTTI is committed towards securing information by preserving its Confidentiality, Integrity and 

Availability in executing the day-to-day training and support processes. The security of 

information is fundamental for the successful operation of the Institute.  

KTTI has adopted, aligned and committed to the requirements of Information Security 

Management System (ISMS); ISO/IEC 27001: 2013 comprising of the Information Security Policies, 

Procedures and Processes to effectively protect data/information and its customers from 

information security threats, whether internal or external. The institute shall also comply with 

other applicable requirements and continually improve on the effectiveness of the implemented 

ISMS. To this end, KTTI is committed to the attainment of the following information security 

objectives:  

1) Securing the processing, dissemination and backup of information to ensure its availability 

to authorized users when and as required 

2) Provide secure storage and transmission infrastructure to assure the preservation of 

confidentiality of information  

3) Continually monitor access and modification control levels of information assets to assure 

their integrity    
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